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The purpose of the project is to learn how to perform packet capturing and understand how it works. As we continue this project, we will understand and learn how security correlates with packet capturing.

1. Risk Analysis: Physical

Find proof of security compromises such as a strewn USB, written password, open and logged in computers unsupervised, etc.

1. Risk Analysis: Virtual

Utilizing different tools, perform packet capturing, etc. to find weak points in networks and other sources connected through Bluetooth, internet, etc. Utilize kali linux.
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